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emerges as a promising technology in such contege st
Abstract . . . .
provides both wireless solution and wide coverage.

While bandwidth for Internet access in urban arsas L
Although significant efforts on mesh network

steadily increasing in recent years, some rurassze still . .
suffering from digital divide. This paper presenss experimentations have been made [9], current defgays

broadband Internet access solution developed by tRE mesh networks are mainly targeting urban areaoa

ADHOCSYS project, which is financed by the EuropeaHn'Vers'ty campuses. These .enV|ronments are mww
{o network deployments, maintenance and operasone,

Commission under the FP6 IST strategic objectiv

“Broadband for All". Aiming at providing reliablenternet compared to rurallcc.)unterpe}rts, they are chgrgekérby

access in rural and mountainous regions where xidSiot spatial node -proxmlty, easier node acceSS|b.|Il11y:tter

available or non-profitable, the ADHOCSYS networlﬁqu_eather. conditions, shorter Ilnks_, S'T”.a”er netwside and

provides a cost-effective solution based on mui-h igher investment budget availability. _Furthermontbe

wireless networks. Starting from a general desonpof the gmployed hardware, the deployed routlng pro toctis,
installed software and the security strategies usetthese

network architecture and application scenarios, ghper works d t X t-effect i f
presents various challenges and technical solutidnish networks - do not - support - cost-efiective operation 0

have been investigated within the project, inclgdiauting, broangnd service§ i-n rural and mountainous area.s_' .
QoS, power supply, and security. A reallife pilot Aiming at proyldlng brqadband access specifically i
ADHOCSYS network has been deployed in Northerryltalrural and mountainous regions, ADHOCSYS networles ar

to validate the broadband access solution develbgetie designed for providing broadband services in thesas,
project. and provide end-users with access both to basiicssr

such as e-mail and web browsing and higher levsicss

| Introduction such as high bit rate multimedia contents and llepF®ny.

Today, the Internet is far more robust and far more As an enhancement to the state-of-the-art techiesldg
ubiquitous than it used to be five or ten years.agenulti-hop wireless networks, we have implemented an
Bandwidth in urban areas is rapidly increasingwilhg the  extended version of the Optimized Link State Raytin
delivery of high bit-rate multimedia content andaty of  (OLSR) protocol [4] with new features, and proposed
Service (QoS) demanding services such as Intemoédddl  pragmatic approach for QoS provisioning in suchwoets.
Television (IPTV) and Voice over IP (VoIP). On théher  Other interesting aspects of ADHOCSYS networkstidel
hand, broadband Internet connections and ubiquacasss auto-configuration, self-healing, security and autication,
in many rural and mountainous areas are still naadity, power supply, and reliability analysis. The impéeted

and for this reason these areas are still expengnihe codes have been publicly released through the Gkner
digital divide in terms of the types of serviceattthey can Ppuplic License (GPL).

receive and how fast these services can be accessed The rest of this paper is organized as followstisedl

To provide broadband access to residential costimegives a brief introduction to the ADHOCSYS networitse
various technologies, such as optic fiber, twigtad cables, architecture, typical scenarios and salient featuBection
cable TV, Digital Subscriber Line (DSL), satellite||] describes our enhancements to the OLSR routing
communications, and wireless networks can be usegkotocol. Section IV presents our QoS approachtiGey
Although DSL appears as probably the most popul@ummarizes our reliability and availability apprbagvhile
technology for broadband access in urban aredwstits the other aspects of the ADHOCSYS networks are
intrinsic limitation in rural and mountainous argdse to its symmarized in Section VI. Sections VII and VIl death

quite limited coverage. Wireless networks, and esflg  implementation, installation and testing activiti€snally,
IEEE 802.11 Wireless Local Area Networks (WLANS)the concluding remarks are given in Section IX.

instead, exhibit obvious advantages over their Jime ) L .
counterparts however also with very limited coverag!!- Network Architecture, Application Scenarios

Multi-hop wireless mesh networking, on the othendya and Salient Features -
A.  Network architecture
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An ADHOCSYS network might be large in terms of
both geographic expansion and the number of nodes.
Therefore a hierarchical architecture is neededaliow .
ADHOCSYS scale from few dozens to several hundreds
nodes. A 2-tier hierarchy is a good tradeoff betwee
network complexity and scalability. Refer to [1]] [Bor
more detailed descriptions on the network architect

The first tier backbone network is composed of mult
hop connections with several long distance wireleds. .
The backbone links are typically based on 802.afd,long
distances between transmitters and receivers drevac
through directional antennas. The second tier mpmsed
by mesh networks with short wireless links conmert set
of nodes which serve as access points (APs) forueats.
The connections between APs and end-users areallypic
based on 802.11b/g links. The network topologyasisbut
exhibits ad hoc characteristics, because noddwisecond
tier could be switched on/off frequently.

Considering this architecture, ADHOCSYS network
nodes can be divided into the following three catiss:

. Type-1 nodes: wireless devices used for backbone
networks. Type-1 nodes take part in routing. .

. Type-2 nodes: wireless devices used for mesh
access networks. Type-2 nodes take part in routing.

. Type-3 nodes: clients such as PCs, laptops, and
PDAs, that are owned by end-users and do not takieip
routing.

In addition to those three types of nodeseways
nodes need also to be deployed in an ADHOCSYS mktwo

A gateway node, which provides the connection betvtae 1.
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gateways can be achieved when the network is multi-
homed with multiple gateways.

Multi-path with metric-based routing. Among mulgpl
available paths between a specific pair of sourcd a
destination, the best path will be selected based o
metric-based routing. In case of a link break athpa
failure, an alternative path can be obtained
immediately for providing a reliable route.
Multi-channel. This is supported by nodes equipped
with multiple wireless cards (typically 2~4 cards,
depending on the role of a node). It provides both
channel redundancy and higher per-hop throughput
when installed.

QoS provisioning. QoS preference in ADHOCSYS
network has been given to a set of essential svic
This is different from conventional QoS definititmat
relies mainly on delay tolerance for traffic flow
classification.

Security and authentication. Mechanisms for segurit
and authentication in both backbone and access
networks have been implemented.

Power awareness. The ADHOCSYS nodes in both
backbone and access networks could be battery-
powered, and power aware extensions to the OLSR
routing protocol have been implemented.

Open source codes. The implementation codes
described in this article have been released as fre
software, already downloadable at [7], under thé. GP

Routing in ADHOCSY S Networks

Internet and the ADHOCSYS wireless network, can be In order to develop a routing protocol that futfiithe

configured from either a Type-1 node or a Type-deydoy
upgrading the node with an enhanced gateway fumeity

requirements [2] for building ADHOCSYS networks, we
have made a number of enhancements to the OLSR

module (hardware and/or software). The gateway sodgrotocol, as discussed below. More detailed desorip of

must have at least two interfaces, with wired cctina

towards the fixed Internet and wireless connectawards

the ADHOCSYS wireless network.
B. Application scenarios
The primary application

scenario  defined

these enhancements and their implementation cdaume
in [8] and an accompany paper [10].

Hierarchical structure. There are only two |sved

hierarchy in ADHOCSYS networks. Level-1 hierarchy
incorresponds to connection among backbone netwaiksio

ADHOCSYS is targeted at providing broadband Interngvhile Level-2 hierarchy corresponds to connectiomag
access to rural and mountainous areas throughahteil access network nodes. An access sub-network wisch i

connected to other access sub-networks is refeoexs a
cluster. A backbone node serves as the cluster hadd
advertises its reachability to other clusters phcally.
Figure 1 illustrates an example of such a netwoitk two
clusters. In addition to these two tiers, gatewsysthe
Internet can be connected directly either to thst fier or to

gateway(s) installed at the edge(s) of towns aitidgés.
Multiple gateway nodes are preferably installedoiider to
achieve the benefit of multi-homing, higher relldpj and
load balancing. Other application scenarios hage hken
envisaged, as discussed in [1] and [2]. This p&oevever
focuses only on the primary scenario. _

C. _Salient features the second tier. o

Compared with other existing or upcoming multi-hop *  Multi-homing.  Host and Network Association
wireless networking technologies, for instance, tres (HNA) messages in OLSR allow gateway nodes to
described in [5] and [6], the ADHOCSYS networks iith announce t_helr network association (network addesss
the following salient features. netmask) with the Internet to other OLSR nodes.

«  Multi-homing with load balancing. Through muli- ~ With our multi-homing ~enhancement, the HNA
homing, a more reliable network connection ignessages have been modified to carry such infoomari
provided since the Internet services are still lapie (N gateway advertisement so that a node uses @c-met
when at least one of the multiple gateways igased policy to select the best gateway. Theseiasetr

functioning. In addition, load balancing among'”CIUde for example link _and pa_\t_h capacity, trafbad and
other QoS parameters, in addition to the numbehnagpfs.
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Figure 1 Hierarchical OLSR.
. Load balancing. Two types of load balancing haveent to the system administrator for possible human
been considered in our network, namely load batenciintervention when the battery level is lower thagrtain
among channels and paths. Given that two or muaarels threshold.

co-exist between a pair of nodes, if one channeldse to V. QoS Approach in ADHOCSY S Networks

congestion, another channel should be used. Siwildr The ADHOCSYS project is aimed in first instance at

one path is over-loaded, the routing table caltmmiat s ) . .
process will re-calculate a new path. This is &igal by providing to all end-users an essential set ofisesy which
includes e-mail and web browsing. High level segsicsuch

including the traffic load information in a newlyefihed high quality video streaming, IP Telephony and

LINKINFO message, which has been implemented as % I b ded und il
plug-in to OLSR. emergency calls, can be provided under specificlicions,

. Multiple interface support. The idea behind Ourdep_?no_lmglon patrt|culz;]\r ADH(S)CS|Y§ apphca’gon s%m:ar d
multiple interface extension is to treat each iaies 0 Impiement Suctl a_Qo solution, we have defined a
special traffic flow priority, as described in thiection.

independently, so that higher path reliability ahidher ' ) )
throughput can be achieved when two or more integao- Other _QOS_ _me<_:han|sms in ADHOCSYS networks '”C'Pde
flow identification, buffer management and queuing

exist between two routers. With two interfaces lBewa . . : :
disciplines, traffic load measurement and Connactio

23%5&2 Zezi'iftgﬁeIg]fktht;ettvv&lgi?uatr?r?sli igNt;)rorllzcrj]esmb Admission Control (CAC). Both probabilistic (sofQoS
*  Cross-layer design: link layer notification Thean.d determ|n|_st|c .QOS have been _prowdgd by using
basis for this enhancemént is to utilize link . breaWIreIeSS Multimedia .(WMM) and Hierarchical Token
information gathered at the MAC layer to impose @LS ucke_zt .(HTB) respectively. Refer to [8] _for moretaited _
. . e descriptions about these mechanisms and their
routing table re-calculation. More specifically,ettMAC implementations
layer detects the link break and sends an indigatiothe o L ,
protocol layer, and upon receiving such an indicativhich The_ f°”°W'r.‘9 ca_lteg_orlzatmn has been defm.ed aseu
is treated as a topology or neighbor change, OLB&I s for traffic cIaSS|f|cat|0r_1 in ADHOQSYS net_works.
conduct routing table re-calculation immediately. *  Class I applications which require strong lagenc
. Routing table calculation. With our enhancemant, constraints and low bandwidth such as VolP andticigat

routing algorithm similar to the Dijkstra’s algdrih has applications (jabber, Yahoo! Messenger, etc).

been implemented. As the input of this algorithng tost’ *  Class II: applications requiring high throughput
of each link within the network will be advertisedSUch @s transaction-processing applications.
throughout the whole network so that each router the * Class |IlI: interactive and best-effort type
topology information needed for its routing caldida. This applications like web-browsing and e-mail.
link cost could be data rate, delay, load statugny other «  Class IV: routing and battery information.
metrics of interest. Based upon this link cost iinfation, a *  Class V: emergency calls.
router is able to build its routing table accorditw the . Class VI: high throughput and latency constraint
minimal path cost criterion. such as streaming video.

. Power aware routing. A power-aware plug-in e Class VII: peer-to-peer (P2P) applications.
which disseminates the battery level throughounttgvork, «  Class VIII: other types of traffic (unclassified)
imposing routing table re-calculation when necegshas The above QoS definition for application ClasseH, |,
been implemented. Additionally, an alarm messadebg&i ||| is based on the conventional QoS classificatignich
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relies mainly on delay tolerance of different seevclasses. routing path.
Classes from IV to VII have been defined in ordealow The ADHOCSYS reliability approach leans on the
finer service differentiation policies. following steps:

To better exploit the functionalites of the HTB 1) Reliability Block Diagram (RBD) modeling: all ¢h
mechanism, these application classes have beehefurtitems involved in providing the network connectitm a
categorized into three application categories. fi&de generic end user must be put into a graph in whaies
services for both users and networks are inserted éntities represent items necessary for the sysianotk and

Category A. Category B groups flows with strict alel
constraints, while Category C groups high throughput
not essential) applications and uncategorized flaveble |

parallel entities represent redundancies.
2) Failure rates: Identify a failure rate for edmfilding
block in our system. These data can be obtainedlynai

shows the mapping between application categorieom three sources, i.e. from the item manufactueying
application classes and WMM Access Categories (ACSn failure rate of similar equipment, or performifigld

The differentiation mechanism implemented in theBHilee
is also presented in the same table.

HTB Class WMM
Category Access Category
C I, Vi1, VIl 0 (Best Effort)
B I, VI 1
A Il 2
A B v,V 3 (Highest Priority)

Table . Mapping between application classes,
application categoriesand WM M access categories.

One major difference with our QoS class definition;

compared with the conventional QoS definition gkited to

the different treatment for high bandwidth-demangdin

multimedia applications. While the conventional QaSon
puts this kind of traffic in the second highestopity class,
that is, AC 2 (corresponding to AC_VI class in th&on of
802.11e/WMM), we allocate this traffic typology tlee best
effort class (AC 1). In other words, while the centional
QoS definition focuses solely on delay sensitivitfy an
application, we have further
requirement of an application, in addition to itelay
sensitivity, in our traffic class definition.

Note also that our QoS definition is not node-based
flow-based, which means that the traffic flows geated or

received by the same end-user may belong to differe

classes, as time varies. Therefore, for QoS classity
definition, the precedence has been given to trdftiws
belonging to application Class Il services, in mat

conditions. When emergency calls occur, nevertbele

priority will be given to Class V traffic.

V. Reliability and Availability Prediction

In order to achieve reliability in ADHOCSYS netwsrk
several aspects which affect reliability have beemsidered
in our study [1] [3]. These aspects are node riiigb
power supply reliability, software reliability andink
reliability.

In particular, node reliability may be affected many
factors, such as extreme weather conditions wheéeld Ito
short circuits, drained batteries and power outag@sk
reliability may also be affected by the instabilifywireless
channels itself.

To provide non-interrupted services to end-us&lable
routing mechanisms are required so that an enddopath
is still available even if there is a link brealord the

considered bandwidth

evaluation using test-beds.

3) RBD reduction: A progressive simplification dfet
system level RBD applying some calculation derifen
reliability theory. To help assuring a given avhility level
to the network services we are providing severahados
with variable amount of redundancies.

The developed method can be used:

- to evaluate, in the network design phase, the best
strategies to provide reliability through redundanc

- to evaluate the achievable service availabilitysusr

the hardware and installation costs.

to estimate the future maintenance costs.

- to assess the tradeoff to use fewer, more reliable,
pieces of hardware versus a larger number of cheape
ones.

The main conclusion of this work is that to guaeana
99.9% availability for basic services, it is ne@gdo reach
most of the end-users with two redundant pathswia t
possible ways:

- both paths connecting the end-users to the Internet

gateway with a small number of hops (3 or 4)

- to have one short path and a long one in a multi-
homing configuration.

Other Aspectsin ADHOCSY S Networks

A. Channel selection
The channel selection problem in ADHOCSYS network
is classified into three cases. That is, chanretsen for 1)
connections between backbone nodes; 2) connections
%etween backbone nodes and access points; 3) d¢mmsec

etween clients and access points. Since ther8 aral 11
non-overlapping channels for 802.11b/g and 802.1la
respectively, the problem for channel selection in
ADHOCSYS networks becomes how to select a channel
which leads to least interference when both ingstesn and
inter-system interference is considered.

The proposed algorithm for this problem is a céntra
controlled solution where each node measures goofrtse
the interference level in its neighborhood, andeldasn this
information, a channel manager decides the mosaldai
channel for each pair of nodes.

B. Power supply

In rural and mountainous areas, some nodes of an
ADHOCSYS network may be installed outdoors where no
AC power is available. This means that battery powi¢h
renewable power source is mandatory in this case. T

V1.
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provide necessary power supply under various differ
operational conditions, techniques for designirmadtalone B0 1
photovoltaic (PV) systems have been investigatedi a@am
operational stand-alone PV system has been dewklope
Additionally, techniques for reducing power constimp
and increasing energy efficiency of the overalteyshave
been developed, and a power-aware plug-in to th8FOL

100 1 D OLSR

Overhead (Packets / Second)

protocol has been implemented, in order to add hemot B HOLSR
. . 80 -
metric for best route selection based on the hatéstel of
each node and to send alert messages when ngd@jsar 60 1
C. Security and authentication 40
According to the roles of the nodes in ADHOCSYS 204
networks, security issues have been classified wo t

different categories: Category 1, user-orientecyeted for

X : D 20 30 40 50 60 70 80 %0 10
Type-3 nodes; and Category 2, infrastructure-ogignt

targeted for Type-1 and Type-2 nodes. Categoryclldies Nodes

security mechanisms for users who do not partieigat

routing process, while Category 2 deals with proise Figure 2 Hierarchical OL SR overhead

related to backbone nodes which form the infrastinecand Another advantage of using HOLSR at these siztsis

are active routing nodes in the network. the route convergence time becomes much shorten whe
For Category 1, the main requirement is to graoess HOLSR is employed.

only to authenticated end-users. In order to actismhis To evaluate the applicability of our developed #oly

task two mechanisms are used, namely Captive Pmrtalan ADHOCSYS pilot network has been deployed in a
grant web based authentication access and IEEEL8@d. mountain region located in Northern Italy (see [fd¥more
grant port based authentication access. details). The deployed ADHOCSYS pilot network pans

For the Category 2 the following solutions can b&roadband Internet connection to inhabitants iniliage
adopted: interface virtualization which supportsltiple- Wwhich is located about 10 Kms from an Internet wate
purpose antennas, secure routing in order to atitaém Any end-user covered by an AP can connect his/@eoP
routing messages signing advertisements and datacion home network to a node Ethernet port to have braadb
to secure network traffic using encryption. access to the Internet.

D. Initial auto-configuration and IP address allima The access network consists of 10 Type-2 nodes,

Another important aspect of ADHOCSYS networks igovering the whole village, and is connected throogilti-
initial auto-configuration and IP address assignman hop Type-1 backbone nodes to the Internet Gateivhg.
routers and end-users. Private addresses with Metwdodes are based on the hardware platform selentéidei
Address Translation (NAT) have been used in ouigges ADHOCSYS project, and run the Linux operating syste
More specifically, two sets of private addressesehaeen With enhanced OLSR and other implementations deeelo
used, one for AP-to-AP connections and one for é&p-tin this project.
Client connections. Typically, 10.x.y.z with appriape A few dozens of end-users act as Type-3 nodesaiked t
netmask is used for AP-to-AP connections and 172316 part in the experimentation, which includes perfance
with appropriate netmask is used for AP-to-Clienevaluation of implemented algorithms.

connections. , VIII.  Testing Activities
Furthermore, the address assignment process arel nod The testing activities in the pilot network are rigpi

operation - stafistics can be remotely controlled /and performed at the time of writing. Earlier testingtigities,

monitored by a.c.entraltl cont_roller co-located togetwith however, have been performed in order to verifyabect
the system administration office. behavior of ADHOCSYS nodes, on smaller test-beds.
VII. Implementation and Installation The following figure shows the configuration of ook

All mechanisms and algorithms described in the abodhe small test-beds that have been deployed inntece
sections have been implemented, and the implementeé@nths. This network is composed by four nodes.e&hr
functionalities have been tested on small scale-imased nodes are ordinary PCs. Two of them are also cdeddo
test-beds and via ns2 simulation. an Ethernet LAN, and one serves also as a gatewerds

For example, ns2 simulation has been used to test ghe Internet. Two PCs and the RouterBoard-based
implementation of hierarchical OLSR, since thistfea ADHOCSYS node are equipped with wireless cards. One
requires a large network to be demonstrated. Astitited PC and the ADHOCSYS node, in particular, have two
in Figure 2, the benefit of using HOLSR (with twioisters) ~ Wireless cards.
appears when the node population exceeds 40 in auch The RouterBoard-based ADHOCSYS node contains the
network. ADHOCSYS enhanced version of the OLSR routing

protocol, and all other software modules developethis
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project. The following OLSR plug-ins have been aatid

and tested:

ath1 182
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Currently, a pilot real-life network based on tHzoee

presented techniques has been deployed in Nortkedyn

We foresee more deployments of such networks ieroth

eth0 192.168.1.195

Server+ GW
{another Fedora pe)

eth0 192 168.1.225

1884225 K # ath 192,168 24225
1+ ADHOCSYS node Ti

Lid  (Routerboard) [
_‘,‘.‘_‘(ouerozr)_ﬂ*

1.

wilan0 192184230

.-. Fedora laptop
[

]

Fedora pe

is)
2

\\_/atM 192.168.2.222

Figure 3 Architecture of one small test bed.

it

ath0 182.1684 22

POWERINFO: alert mechanism for nodes with nearly
drained batteries

MULTIFACE: enhancement for the support of multiple
wireless interfaces

LINKINFO: used to diffuse information about the3
current status of links
CHANNELSET: to gather
channels currently in use
ERC: routing table calculation
In this test-bed, we have performed some test®tifiyv

information about the

the correct behavior of these plug-ins. Furthet desivities

are currently being performed based on the realgifot
network.

IX.

5

Conclusions and Further Work
In this paper, we have presented a pragmatic astd co

effective solution for providing broadband Interaetess in 6
rural and mountainous regions through multi-hopeleiss
networks. Various aspects for designing such alegse
network have been presented, in particular mairigdes 7
challenges such as routing enhancements and QuBefea g
have been described in more details.

The developed enhancements to the OLSR routing

protocol increase efficiency and functionality ofalti-hop
wireless network thanks to advanced features sukh a
hierarchical topology, multi-homing with load batamg,
cross-layer design, and multi-path. At the sameetithe
proposed QoS mechanisms adopt a non-conventionrgl
approach which takes both delay sensitivity anddingdith
requirements into consideration for traffic claissifion, in
order to ensure the best possible perceivable @o%ri 1
essential set of services to all end users whilgimiaing
network resource utilization. Together with othesigned

and implemented mechanisms, the ADHOCSYS networks
demonstrate a paradigm of using multi-hop mesheelegs
networks for providing reliable broadband Interaetess in
rural and mountainous areas.

regions in the near future.

Acknowledgments

We would like to acknowledge the European

Commission for their support. Our acknowledgemesesy
also to all ADHOCSYS partners for their co-opematend
contribution in this project.

Refer ences

F. Y. Li, L. Vandoni, G. Zicca, S. Zanoli, L. &ehiutta,
“Providing Reliable Internet Access with High
Availability in Rural and Mountain Regions: An
Approach via Multi-hop Wireless Ad Hoc Networks”,
Broadband Europe Conference, Geneva, Switzerland,
December, 2006.

L. Leschiutta, F. Volpi (eds.), P. Bucciol, A. Reo, S.
Zanoli, O. Lazaro, F. Zubillaga, M. Di Girolamo, L.
Vandoni, G. Zicca, F. Y. Li, M. Hauge, F. Pagliazz
and M. Ravalli, “Specification of Detailed Requirents
for Ad-hoc Network”, ADHOCSYS project, Deliverable
D4, |ST-2004-026548, May 2006, available at
http://mww.adhocsys.org.

L. Leschiutta, G. Zicca, F. Y. Li, L. Vandoni, camN.
Fragoulis, “Achieving Reliability via Multi-Homingnd
Path Redundancy in Multi-hop Wireless Networks for
Internet Access in Rural Areas”, 16th IST Mobiledan
Wireless Communications Summit, Budapest, Hungary,
1-5 July 2007.

T. Clausen and P. Jacquet, "Optimized Link State
Routing Protocol (OLSR)", IETF RFC 3626, Oct. 2003.
S. Dixit and A. Pandharipande (editors), “Feafliogic:
New Directions in Networking Technologies in
Emerging  Economics”, IEEE  Communications
Magazine, Vol. 45, No.1, January 2007.

IEEE 802.11 WG TGs, “Draft Amendment to Standard
IEEE 802.11TM: ESS Mesh Networking”, P802.11sTM
/D1.00, November 2006.

ADHOCSYS project. URL: http://www.adhocsys.org.

F. Pagliazzo (ed.), L. Vandoni, G. Zicca, G. Mar,

M. Giulini, S. Zanoli, M. Mihaljevic, F. Y. Li, G.
Egeland, T. Aure, O. Lazaro, P. Sanchez, M. Ravalli

and P. Bucciol, “Software Implementation”,
ADHOCSYS project, Deliverable D16, IST-2004-
026548, May 2007, available at

http://mww.adhocsys.org.

I. F. Akyildiz, X. Wang, W. Wang, “Wireless Mesh
Networks: a Survey”, Computer Networks, Volume 47,
No. 4, March 2005, pp. 445-487.

Y. Li, L. Vandoni, S. Zanoli, L. Leschiutta, Bucciol

N. Fragoulis, and O. Lazaro, “Deploying and
Experimenting Wireless Ad Hoc Networks in
Mountainous Regions for Broadband Access”, submhitte
to BBEurope’07.

Page 6 of 6



